
The Challenge
Florida Army National Guard (FLARNG) required a contractor to provide all 
personnel, equipment, tools, materials, supervision, and quality control 
necessary to perform Security Technical Implementation Guide (STIGs) in 
preparation for their Cyber Command Readiness Inspection (CCRI) slated for 
months coming up.  A Cisco Certified Internetwork Expert (CCIE) was 
required because of the environment that FLARNG was running on.

Our Solution
Accend provided an experienced CCIE to assist with the STIGs audit and also someone with a background with Cisco 
routers, switches for both voice and data, Router Perimeter, Firewall, Orion SolarWinds, Cisco ISE, and Cisco Prime.

The Results
Accend’s CCIE consultant assisted FLARNG with STIGing their network devices running SolarWinds Orion, Cisco ISE, 
Cisco Layer 2 and Layer 3 devices, firewall, Cisco Prime, and Cisco Unified Communications Manager (CUCM). The CCIE 
had a background in Network/Wireless/Telecom to perform the STIGs on all of FLARNG network devices/appliances to 
include unified communication equipment. The project also consisted of the different applications and software, 
remediating, and testing of changes made.
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