
Our Challenge
Chartwell School never had a Vulnerability 
Assessment done for their environment and 
needed one by an experienced Network Security 
consultant.
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Case Study 
CHARTWELL SCHOOL
Vulnerability Assessment

Our Solution
Provided testing IWA, NIST, CIS, and product “best 
practices” guides for solutions being assessed 
and reviewed during engagement
Performed a passive testing of 
external/public-facing systems and services, 
internal, wireless networks, network, systems, 
and applications.
Performed cybersecurity assessment and 
reviewed a minimal set of policies to establish 
controls 

Security Policy and process review against 
CSF/CIS categories such as the following:

Reviewed con�gurations of system security 
policies
Assessed the risks relating to program 
implementation issues identi�ed in 
vulnerability assessment and program 
�ndings
Reviewed the overall recovery capability and 
model of critical data

Acceptable use policy, Incident Response, 
and Recovery

The Results
Documented �ndings in a written report 
detailing the �ndings of the assessment

Presented the report and �ndings to authorized 
representatives of Chartwell School
Recommended corrective actions, services, and 
products to address the identi�ed issues above

Report included speci�c information for 
each task above, along with 
recommendations for remediation and/or 
mitigation of any identi�ed security or 
network issues (Gap Analysis)


